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AbstractTo encrypt DNS, DNS over HTTPS has been proposed. This protocol has additionaloverhead that can not be found in DNS over UDP. In this study, we will analyze theperformance impact of this extra overhead. To do this, we have extended the establishedDNS measurement tool Flamethrower with DNS over HTTPS capability. This implementation is used to query a server that we have set up. This server runs Dnsdist andUnbound to provide DNS and DNS over HTTPS on a single host. We will query twoof these servers with a different number of concurrent TCP and HTTP/2 streams andanalyze the results. These results will help us in answering what performance impactDNS over HTTPS has as compared to unencrypted DNS.The results that we will obtain in this research is that for all of our tests DNS overHTTPS has worse performance as compared to UDP. The performance difference is lessnoticeable when caching is disabled.
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Chapter 1IntroductionWhen you want to visit a website on the internet, your browser needs to know the IPaddress of that website. These IP addresses are hard to remember. To address this problem, two researchers (Paul Mockapetris and Jon Postel) introduced the Domain NameSystem (DNS). This architecture maps hostnames (e.g. google.com) to an IP address(e.g. 216.58.211.110 ), which makes it so that you only have to enter the hostname intoyour browser to gain access to the website. This is the main benefit of DNS, but thereare more; an important one is that DNS also allows a website to easily transfer theirhostname to another server by changing the DNS settings. Furthermore, while we gavethe example of using DNS to obtain the IP address for a website, DNS is also used foremail.The DNS architecture was introduced in 1983 [41] [43] and has seen little change sincethen. As a result, this architecture has a few problems. One of these problems is thatthe DNS messages are unencrypted.To add encryption to DNS, extensions have been proposed, for example: DNS over HTTPS (DoH) [35] DNS over TLS (DoT) [38] DNSCURVE [16] DNSCrypt [4]In this thesis, we want to focus on the DNS over HTTPS protocol and how it comparesto regular DNS. The reason why we chose to study this protocol will be discussed insection 1.1.As the title of this thesis already suggests, we want to explicitly focus on the performance impact of using DNS over HTTPS. What we exactly mean with performancewill be discussed in chapter 3.4
The following will be our research question:How much performance impact does DNS over HTTPS have as compared tousing unencrypted DNS?We also have the following sub-research questions: How do the HTTP methods POST and GET compare with regards to performance? To what extent do TCP connections impact the performance of DNS over HTTPS? To what extent do HTTP/2 streams impact the performance of DNS over HTTPS? To what extent does caching impact the performance of DNS over HTTPS?To get help with this thesis, we have interned at the NLnet Labs foundation. They helpedus with deciding on a scope for this thesis. This scope will be defined in section 3.1 andthere we will discuss our research questions in more detail. The methodology we usedfor testing this performance has also been discussed with NLnet Labs and can be foundin section 3.2. To get a better idea of why we chose to research this topic, we will nowdiscuss our motivation.1.1MotivationAs stated before, DNS messages are still unencrypted. To understand why this is aproblem, we need to look at a possible attack scenario.DNS messages (on top of the hostname) provide information about the client that issending the message (e.g. your browser). A third-party that listens for traffic betweenyou and the DNS server can see any DNS message. This means that this third-partycan see what websites you are visiting on the internet. This problem not only exists intheory, it is actively abused in practice [34].When you encrypt these DNS messages, the content of them can not be seen by partiesthat are not involved in the DNS hierarchy. This includes eavesdroppers on a network.One of the most popular and newest protocols to achieve this encryption is the DNS overHTTPS protocol. The protocol was first published in May 2017 [36], and was subsequently standardized by the Internet Engineering Task Force in August 2018 [35]. Eventhough this protocol is new, it is already being used in the DNS resolvers from Cloudflare [26] and Google [33]. Firefox, a popular internet browser, is also testing DNS overHTTPS support [44] [45] [46]. Because the adoption of this protocol moves quicker thanthe other protocols that were mentioned (DNS over TLS, DNSCURVE, DNSCrypt), wehave decided to focus this thesis on this protocol. Due to the recency of this protocol,we must investigate if it can replace unencrypted DNS. To achieve this, as we have pre-5
viously alluded to in our research questions, we will investigate the performance of DNSover HTTPS as compared to unencrypted DNS. See the next subsection for an overviewof the thesis.1.2Overview of thesisIn this thesis, we will first describe the different topics that are needed to follow thisthesis. This is defined in the Preliminaries section (chapter 2). After this we will describeour Research and the results (chapter 3). We will also discuss Related Work (chapter 4)and finally give a Conclusion (chapter 5).6
Chapter 2PreliminariesIn this section we will give a brief overview of the preliminaries that are needed to readthis thesis. We will first give a broad overview of the network stack. Understanding thisnetwork stack helps in understanding the basics of networking. After this, we will gointo more detail of the protocols that are important to know. At last, we will describeDNS and DNS encryption.2.1Network StackIn computer networking, each protocol belongs to a so-called “layer”. We have twomodels that define these layers, the OSI model and the TCP/IP model:Application layerApplication layerPresentation layerTransport layerSession layerNetwork layerTransport layerData Link layerNetwork layerPhysical layerData Link layerTable 2.2: TCP/IP modelPhysical layerTable 2.1: OSI modelThe OSI model is seen as a purely theoretical model, while the TCP/IP model can beseen as a practical model [40]. Because of this, we will only discuss the layers that areused in the TCP/IP model. The protocols of all these layers are defined as a networkstack (also called protocol stack). Notice that the Application layer is the top layer andis encapsulated all the way down to the Physical Layer.To get a good grasp on what these layers exactly represent, we will give an overview of7
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each layer and a short description of the different protocols that these layers have. Afterthis, we will give an explanation on why it is important that networking is actually splitin different layers.2.1.1Application layerThis layer defines the protocols that do the process to process communication. Theseprotocols utilize the transport layer protocols to do the communication itself. Someexamples of application layer protocols are: File Transfer Protocol (FTP): Used for transferring files between process. Simple Mail Transfer Protocol (SMTP): Used for sending and receiving mail between hosts.DNS is an architecture that also resides in the application layer. We will explain DNSin section 2.4.2.1.2Transport layerThe transport layer defines the protocols that make the actual communication betweenhosts happen. The two most popularly used protocols in this layer are: User Datagram Protocol (UDP) Transmission Control Protocol (TCP)The difference between these two protocols will be explained in section 2.2.2 and section 2.2.1.2.1.3Network layerThe network layer defines protocols that are used to route packets between (or within)networks. Some protocols of this layer are: Internet Control Message Protocol (ICMP): Used to send error messages. IPv4/IPv6: Protocol that delivers packets from the source host to the destinationhost based on IP addresses. Open Shortest Path First (OSPF): A routing protocol.2.1.4Data Link layerThe Data Link layer defines protocols that are used for the delivery of packets (called“frames” in this layer) over links. With links we have two flavours: wireless (WLAN) orwired (LAN). The most popular protocol in this layer is the Ethernet protocol.8
2.1.5Physical layerThe physical layer defines the protocols that transports individual bits from one nodeto another node [40]. For example Bluetooth [2] is a protocol that is on the physicallayer.12.1.6Layer encapsulation/decapsulationTo see more clearly that all these layers are encapsulated from the Application Layer tothe Physical Layer, see Figure 2.1: To form the application layer these layers must all beFigure 2.1: Layer encapsulation of the TCP/IP model [22]encapsulated. On the receiving end these layers are decapsulated so that the differentlayers can be processed.2.1.6.1Importance of encapsulation/decapsulationNetworking is a complex problem, in order to make it easier for developers the networkstack has been split in these layers. Each layer only provides a part of the completenetworking stack. When we want to extend the network stack with a certain functionalitywe can do so by adding it to the correct layer.2.2Transport layer protocolsIn the last section, we have described the network stack in a global overview. For thisthesis it is crucial to know DNS and DNS over HTTPS in detail. Because these twoprotocols operate on top of the transport layer (the application layer), it is importantto know the two transport protocols that can be used for DNS: Transmission Control Protocol (TCP)1Node is an endpoint.9
User Datagram Protocol (UDP)2.2.1Transmission Control Protocol (TCP)As described in section 2.1.2, TCP is a protocol that is used for communication. Thisprotocol is used for “connection-oriented transport”. This means, that before two clientscan send data they must first establish a connection. This is done by a handshake.2.2.1.1StructureIn order to understand the TCP handshake we will first go over the structure of a TCPpacket. To see what a TCP packet looks like see Figure 2.2:Figure 2.2: A TCP packet [8]The Data represents the message. The rest of the fields is the header. We will go overthe important fields of this header.Port numbersIn the TCP header there are two fields: Source port 2 number and Destination portnumber. As the name suggests, the Source port number is the port used by the senderof the TCP packet. The Destination port number is the port where the message will bedelivered.Sequence and Acknowledgement number2A port is “used to distinguish between different services that run over transport protocols” [21]. Alist of standard ports is published by the Internet Assigned Numbers Authority (IANA) [21].10
It is important to know what the sequence number and acknowledgement number represent. The sequence number can be seen as an identifier for the TCP packet. Thisis so that the client and the server know which packet is which. This can be used forre-ordering packets.The acknowledgement number is a number that is sent back when a packet is received.This number is set to the next packet that the receiver is expected to receive from thesender. For example when a sequence number is set to x and every packet is in orderthen the client sends back an acknowledgement number of x 1.FlagsTCP also has some flags that can be set, these are [47]: URG: If this flag is set then the TCP packet is meant to be urgent, this indicatesthat the receiver should look at the urgent pointer in the TCP packet header. ACK: If this flag is set then the receiver should look at the Acknowledgementnumber field of the TCP packet header. PSH: This flag is set when the data needs to be immediately transferred to theapplication. RST: When this flag is set it indicates that a reset packet 3 is send to the receiver. SYN: This flag is used in the connection establishment handshake. We will discussthis in section 2.2.1.2. FIN: This flag is used in the connection termination handshake. We will discussthis in section 2.2.1.2.Window sizeThe window size specifies how much data a receiver is willing to receive.ChecksumThe checksum can be used to verify if the TCP packet has been corrupted or not.Urgent pointerThe urgent pointer signifies where the urgent data ends.OptionsTCP has parameters that are set in the options field of the TCP header. We will discusstwo important ones: Maximum segment size (MSS): Defines the maximum amount of data that can besent in one packet (also called “segment”) [47].3A reset packet is a packet that is send when an unexpected packet has been received from a client.This packet has no payload.11
Window scale: An option that can be used to increase the maximum window size[47].It is possible that a packet exceeds the maximum segment size. This means that thepayload must be split in multiple packets. Because of this, we need to send multiplepackets in the right order. If a packet gets lost, TCP retransmits the packet with thesame sequence number. The receiver can then re-order these packets by looking at thesequence numbers.PaddingPadding is used to fill the remaining space of the packet. This padding has no furtheruse case.2.2.1.2HandshakeTCP has two different handshakes, it has a handshake for connection establishment andconnection termination.Connection establishmentIn order to explain the TCP handshake we will give an example scenario. Suppose Bobwants to communicate with Alice through TCP. The first step is to create a TCP packetwith the SYN bit set and the sequence number set to an arbitrary number, let’s call thisnumber a here. When Alice receives this number, she will send back a packet with theSYN and ACK bit set. Her packet will also need the acknowledgement number set toa 1 and will need a different sequence number, let’s call this b. At last Bob will senda packet with the ACK bit set and with acknowledgement number b 1 and sequencenumber a 1. The handshake is now done.Connection terminationWe have seen that the connection establishment handshake is 3-way, first a SYN, thenSYN-ACK and at last the ACK. The handshake for termination has 4 messages [40].When a client wants to close the connection it sends a tcp message with the FIN bit set.When the server receives this message it sends back a tcp message with the ACK bit set,which indicates that the server has received the previous FIN message. The server thenagrees with the shutdown and does the same thing that the client has done (sendinga FIN message). The client then sends back an ACK message to confirm that it hasreceived the FIN message from the server.2.2.1.3Message exchangeNow that the handshake is done, we can send messages. Whenever we send a message we give the message a sequence number. When the server receives this message,it will send an ACK with as acknowledgement number the next packet it expects toreceive. Whenever we want to close the connection, we issue the connection terminationhandshake.12
2.2.1.4Positives and drawbacksTo conclude this section, we will give a short summary of the benefits of TCP as comparedto other transport protocols (e.g. UDP): It is reliable, packets are always received due to the extensive retransmissionschemes that TCP uses. Packets can always be put in the right order by the receiver.Some drawbacks of TCP: Additional overhead as compared to UDP. Hard to implement properly.2.2.2User Datagram Protocol (UDP)In order to understand the User Datagram Protocol (UDP), we will first go over thestructure of an UDP packet.2.2.2.1StructureAn UDP packet looks like the following:Figure 2.3: An UDP packet [3]We see that an UDP packet is simply a trimmed down version of a TCP packet. This is13
because UDP doesn’t have re-ordering of packets or retransmitting schemes. This meansthat the UDP packet then also doesn’t need all the special flags and acknowledgement/sequence numbers that TCP has.As a result, this indicates that one UDP packet is the whole message that needs to besend. Because of this, the UDP packet has a length field that represents the total lengthof the packet (header and payload).2.2.2.2Differences between UDP and TCPUnlike TCP, UDP is not “connection oriented”. This means that UDP does not havean initialization or closing handshake. It also does not have a retransmission scheme.This makes UDP a very simple protocol as compared to TCP. Because the UDP packetis much smaller and no handshake needs to be done, it is faster than TCP. Because ofthis, UDP is often used in services that require speed over reliability. Another benefit isthat UDP is easier to implement as compared to TCP.2.3Application Layer protocolsIn the last section, we have seen transport layer protocols that are important in orderto understand DNS. In this section we will give a description of two application layerprotocols that are important to understand DNS over HTTPS: Hypertext Transfer Protocol (HTTP) Transport Layer Security (TLS)2.3.1Hypertext Transfer Protocol (HTTP)The Hypertext Transfer Protocol (HTTP) is an application layer protocol that is usedfor communication on the World Wide Web (WWW). HTTP is used on top of the TCPprotocol.14
2.3.1.1StructureThe structure of a HTTP request message is the following:Figure 2.4: Structure of a HTTP message [40]For each section of this message we will explain what it means.Request lineThe HTTP request line specifies the HTTP method, the URL and the version of HTTPthat was used. We will talk more about the HTTP version in section 2.3.1.3The HTTP method specifies in what way we want to send the HTTP message. Therequest methods that are important to know for this thesis are, GET and POST.GETThe GET method has no body/content. When we want to send a certain parameter tothe HTTP server, we often do this with a parameter in the URL.POSTThe POST method does have a body. When we want to send a parameter we can justput this in the body of the request.The URL specifies to what endpoint we want to send the HTTP message. For exampleif we want to make a request to Google the URL will be http://www.google.com. Thehttp part of the URL signifies that the protocol used is HTTP.Header linesThe HTTP headers specify the metadata that we want to send to the receiver. Forexample when we want to inform that our body is a JSON message then we simply addContent-Type: Application/Json to the HTTP headers. This way the receiver cansee what type of data we have sent and can parse it accordingly. Two other importantparameters to know is path and authority. To understand these parameters, we willgive an example: If we have as URL http://www.jwijenbergh.com/index.html then15
the authority is www.jwijenbergh.com and the path is /index.html.2.3.1.2EncryptionTo add encryption to HTTP, HTTPS is used. HTTPS encrypts traffic by using a HTTPconnection in a TLS tunnel. In section 2.3.2, we will explain how TLS works.2.3.1.3HTTP standardsNowadays there are two popular HTTP standards: HTTP/1.1 [32] HTTP/2 [25]Everything we talked about can be done with HTTP/1.1, but for DoH HTTP/2 isrequired [35]. This is why it is interesting to look at some of the improvements [25]: To reduce the packet size, HTTP/2 can use header compression using an algorithmcalled HPACK. HTTP/2 also brings a new request method that is called a Server push. HTTP/2 can use multiple streams over one TCP connection. If we want to rapidlysend requests, we do not have to setup a TCP connection for each request.2.3.2Transport Layer Security (TLS)As the name suggests, the Transport Layer Security is a protocol that encrypts the transport layer (over TCP). TLS operates one layer above the transport layer (applicationlayer according to the TCP/IP model).There are different revisions of the TLS protocol: TLS 1.1 [29] TLS 1.2 [30] TLS 1.3 [48]Because TLS 1.2 is the most used protocol nowadays, we will follow this revision with ourexplanation of the protocol. When we refer to TLS in this section we are talking aboutTLS 1.2. At the end of this section, we will talk about TLS 1.3 and what advantages itbrings over TLS 1.2. In the next section, we will talk about the goals that TLS wantsto realize.2.3.2.1Goals of TLSTLS has the following goals [30] (in order of importance):16
1. Cryptographic security: It should be used to create a secure tunnel between twoends.2. Interoperability: Applications utilizing TLS should be able to work with otherapplications that also utilize TLS.3. Extensibility: It should be easy to extend the TLS protocol with additional features.4. Relative efficiency: It should not be CPU intensive.We will further explain how the Cryptographic security goal is realized. We do this byfirst giving a broad overview of the encryption that is used. We will then explain howthis encryption is negotiated and used in the protocol.2.3.2.2EncryptionTLS relies on public-key cryptography and symmetric key cryptography. We will explainthese two terms and show what use case they have in TLS.In public-key cryptography two keys are used for encrypting and decrypting data: aprivate key and a public key. As the name suggests, the public key is known publicly.Anyone who wants to see a public key can do so. The private key is only known to theparty that owns the key, it is important that this key is not given to an outsider. Thekeys are setup such that data that is encrypted with the public key can be decryptedwith the private key (and vice versa). This encryption is also known as assymetric encryption. In TLS, public-key cryptography is used to agree upon a symmetric key forusing symmetric encryption.Symmetric encryption is encryption where the same cryptographic key is used for encryption and decryption of data. In TLS this key is called the session key. The sessionkey is the key that is used for encrypting and decrypting traffic that is sent over thetransport layer.What algorithms are used for encryption and establishing session keys is determinedin the cipher suite of the TLS connection. How this cipher suite is established, we willdiscuss in the next section. But before we do that, we will also discuss how TLS providesauthentication 4 .2.3.2.3AuthenticationTLS provides authentication by using Certificate Authorities. A Ceritificate Authority(CA) is a trusted third party that hands out certificates. This certificate provides aguarantee of ownership for a certain public key. The format that is used in TLS of sucha certificate is specified in standard X.509 [27].4Authentication is “the ability to prove that a user or application is genuinely who that person orwhat that that application claims to be” [15]17
Connection EstablishmentTLS uses a handshake (like TCP) to agree on the following attributes: The cipher-suite The session keyThe handshake works as the following: The client sends a ClientHello message to theserver. This ClientHello message specifies the cipher-suite, the TLS version, the compression methods that are used and a list of supported protocols if Application-LayerProtocol Negotiation (ALPN) 5 is used. When the server receives this ClientHello message, the server sends a ServerHello message which has the cryptographic protocolsthat are being used (an agreement of the cipher-suite). This ServerHello message alsocontains a session id (optional, only send if the server resumes a previous session), thecertificate of the server and the public key of the server. The client then needs to verifythe certificate. It does by using the public key of the Certificate Authority (which isstored locally in the clients browser). If the certificate is verified (meaning trust has beenestablished), the client can send the next message in the handshake. The client sendsa ClientKeyExchange. This ClientKeyExchange contains the shared secret key that isgenerated using the public key of the server. At last the client and the server both send aChangeCipherSpec and Finished message which indicates that every message from nowon is encrypted and that the handshake has been terminated.An overview of this description is given below:Figure 2.5: The TLS handshake [23]5Application-Layer Protocol Negotiation (ALPN) is a scheme used to determine what protocol is usedover a TLS-tunnel18
TLS 1.3 improvementsThe newest version, TLS 1.3 comes with a few improvements over TLS 1.2 [48]: The handshake is now shorter. Instead of needing two round-trip times for TLS1.2, TLS 1.3 only needs one. It introduces “zero-rtt” (zero round-trip time): A client that reconnects to a serverhas no need for a prior handshake. To achieve this, session caches or session ticketsare used.2.4DNSNow that we have explained the necessary prerequisites in order to u
DNS measurement tool Flamethrower with DNS over HTTPS capability. This imple-mentation is used to query a server that we have set up. This server runs Dnsdist and Unbound to provide DNS and DNS over HTTPS on a single host. We will query two of these servers with a di erent number of c
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Cisco Spaces: Connector 2.x Command Reference Guide 


DNS Servers can be added, edited, or removed 1. Add DNS Server Press 1 2. Edit DNS Server Press 2 3. Remove DNS Server Press 3 4. Exit Press 4 Please select an option from the list above [4]: 1 Added DNS Servers: Please enter the DNS Server: 10.8.8.8 DNS Server Configuration DNS Servers can be added, edited, or removed 1. Add DNS .
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BIG-IP DNS - F5, Inc. 


DNS latency can be reduced by enabling a DNS cache on BIG-IP DNS and having it respond immediately to client requests. BIG-IP DNS can consolidate the cache and increase the cache hit rate. This reduces DNS latency up to 80 percent, with F5 DNS Caching reducing the number of DNS queries for the same site. When used in hardware on the F5 VIPRION 









8 Views




1y ago
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In its most basic operation, nslookup tool allows the host running the tool to query any speci ed DNS server for a DNS record. The queried DNS server can be a root DNS server, a top-level-domain DNS server, an authoritative DNS server, or an intermediate DNS server (see the textbook for . the local DNS server returned these \for free" and .
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Configuring DNS Forwarding in NSX-T - Koenig-solutions.com 


A DNS Forwarder is a Domain Name System (DNS) server on a network used to forward DNS queries for external DNS names to DNS servers outside of that network. Also, the forwarding of queries according to specific domain names is known as conditional forwarding. In this article, we will take a look at configuring DNS forwa
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DNS FAILOVER FOR HIGH AVAILABILITY authoritative DNS to fortify your on-prem or cloud based infrastructure. Our global server monitoring and DNS failover helps your online business get that much closer to delivering the holy grail of availability - 99.999% uptime. Test from up to seven global locations and failover to a backup IP address instantly.
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EBook: MANAGED DNS EVALUATION GUIDE - Dyn 


page 1 dyncom dyn Managed DNS Evaluation Guide Understanding What Matters Most When Selecting Managed DNS Introduction DNS is central to the performance and reliability of your internet applications and cloud services. Extended DNS outages or slow DNS performance can lead . to customer dissatisfaction, a tarnished brand and lost revenue. This guide
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DNS Level 100 - Oracle 


DNS requests are sent to this nameserver. Users Primary DNS services secured behind firewall Customer maintains complete control Public-facing DNS network is global, primary network doesn’t need to be Website Secondary DNS (Public) Recursive Name Server (AKA DNS Resolver) Update to Second
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Topographical Anatomy - mk0joinfdnyf6dxnfn70.kinstacdn.com 


Topographical Anatomy A working knowledge of human anatomy is important for you as an EMT. By using the proper medical terms, you will be able to communicate correct information to medical professionals with the least possible confusion. At the same time, you need to be able to communicate with others who may or may not understand medical terms. Balancing these two facets is one of the most .
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Grammar as a Foreign Language - List of Proceedings

Grammar as a Foreign Language Oriol Vinyals Google vinyals@google.com Lukasz Kaiser Google lukaszkaiser@google.com Terry Koo Google terrykoo@google.com Slav Petrov Google slav@google.com Ilya Sutskever Google ilyasu@google.com Geoffrey Hinton Google geoffhinton@google.com Abstract Synta
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Attention is All you Need - NIPS

Google Brain avaswani@google.com Noam Shazeer Google Brain noam@google.com Niki Parmar Google Research nikip@google.com Jakob Uszkoreit Google Research usz@google.com Llion Jones Google Research llion@google.com Aidan N. Gomezy University of Toronto aidan@cs.toronto.edu Łukasz Kaiser Google Brain lukaszkaiser@google.com Illia Polosukhinz illia .
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GSA Implementation of Google (G) Suite

Google Meet Classic Hangouts Google Chat Google Calendar Google Drive and Shared Drive Google Docs Google Sheets Google Slides Google Forms Google Sites Google Keep Apps Script D
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Google Drive (Google Docs, Google Sheets, Google Slides)

Google Drive (Google Docs, Google Sheets, Google Slides) Employees are automatically issued a Kyrene Google account. Navigate to drive.google.com. Use Kyrene email address and network password to login. Launch in Chrome browser for best experience. Google Drive is a cloud storage sys
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Quick Guide of Using Google Home to Control Smart Devices

Configuration needs Google Home app. Search "Google Home" in App Store or Google Play to install the app. 3.1 Set up Google Home with Google Home app You can skip this part if your Google Home is already set up. 1. Make sure your Google Home is energized. 2. Open the Google Home app by tapping the app icon on your mobile device. 3.
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Elaboração de Provas Online usando o Formulário Google Docs

2 Após o login acesse o Google Drive ou o Google Docs e selecione a ferramenta Google Forms (Formulários). Clique na caixa de Ferramentas do Google, localizada no canto direito superior da tela e selecione o Google Drive. Na tela do Google Drive clique em New , opção More e selecione Google Forms. OBS: É possível acessar o google
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ACS WASC Templates

File upload, Folder upload, Google Docs, Google Sheets, or Google Slides. You can also create Google Forms, Google Drawings, Google My Maps, etc. Share with exactly who you want — without email attachments. Search or sort your list of files, folders, and Google Docs. Preview files and Google Docs.
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Google Drive - San Bernardino City Unified School District

Google Apps All of the Google applications that are available upon logging into Google.com (G , Gmail, Gphotos, Gdrive, etc.). Google Suite Google’s online cloud based office companion applications (Docs, Sheets, Slides). Google Drive Google’s online cloud storage and file sharing/collaboration application.
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Single Sign On for Google Apps with NetScaler Unified Gateway

Google Apps for Work is a suite of cloud computing productivity and collaboration applications provided by Google on a subscription basis. It includes Google’s popular web applications including Gmail, Google Drive, Google Hangouts, Google Calendar and Google 
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Best practices for managing identities when you move to Google Cloud

Google Cloud. To provide t he informat ion an organizat ion would ne e d to transfer data and ownership from one Google Account to anot her for s ome of t he noncore Google s er vice s, such as Google Ads, Google Analyt ics, or DV360. Intende d audience Organizat ion administrators. Sta planning Google Cloud / Google Wor kspace migrat ion. Key .
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MANAGERIAL FINANCE - GBV

of Managerial Finance page 2 Introduction to Managerial Finance 1 Starbucks—A Taste for Growth page 3 1.1 Finance and Business What Is Finance? 4 Major Areas and Opportunities in Finance 4 Legal Forms of Business Organization 5 Why Study Managerial Finance? Review Questions 9 1.2 The Managerial Finance Function 9 Organization of the Finance
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Chapter 1 The roles of finance function in organisations

The roles of the finance function in organisations 4. The role of ethics in the role of the finance function Ethics is the system of moral principles that examines the concept of right and wrong. Ethics underpins an organisation’s sustained value creation. The roles that the finance function performs should be carried out in an .File Size: 888KBPage Count: 10Explore furtherRole of the Finance Function in the Financial Management .www.managementstudyguide.c Roles and Responsibilities of a Finance Department in a .www.pharmapproach.comRoles and Responsibilities of a Finance Department .www.smythecpa.comTop 10 – Functions of Business Finance in an om23 Functions and Duties of Accounting and Finance nded to you b
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Introduction - Google Earth User Guide

Google Earth Community: Learn from other Google Earth users by asking questions and sharing answers on the Google Earth Community forums. Using Google Earth: This blog describes how you can use some of the interesting features of Google Earth. Selecting a Server Note: This section is relevant to Google Earth Pro and EC users.
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Using Google Forms to Manage Officials Signups

Google Sheets, deleting a response from the form or sheet will not affect the other. Once the Google Form is linked to a Google Sheet, clicking on the spreadsheet icon will open the linked Google Sheet. Google Responses Sheet Google automatically creates and populates the sp
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Our website is made possible by displaying online advertisements to our visitors.

Please consider supporting us by disabling your ad blocker.
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About this dialog

Our systems have detected unusual traffic from your computer network. This page checks to see if it's really you sending the requests, and not a robot.

















